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Abstract of the contribution: it proposes the interim conclusion for KI#4.
1. Discussion
For KI#4, the solutions includes the solutions for SNPN case and the solutions for PNI-SNPN case.
Solutions for SNPN case include:
· UP solution: #5,  #29, #31, #33, #39, #40
· CP solution only: #6, #30, #34, #35
· CP+UP option: #27
Solutions for PNI-SNPN case include: Solution #7, solution#28, solution#32, solution#38.

[bookmark: _GoBack]For SNPN case, the following initial aspect can be considered for interim agreement:
1） Whether authentication based on the default credential is required when the UE accesses to O-SNPN for onboarding purpose?
· UE and O-SNPN need to mutual authenticates with each other. O-SNPN authenticate the UE in order to avoid malicious UE to access to the O-SNPN to occupy the resource; The UE authenticate the O-SNPN to verify the O-SNPN is a save tunnel to download credential.  
2）Whether CP option is supported?
· The current CP option is incomplete and the key part need SA3 to design, e.g. the interworking detail between the O-SNPN and PS. The conclusion for CP option is recommended to be pending to the feedback from SA3.
3） Whether a unified architecture is possible for authentication based on the default credential 
· The default credential may be the 3GPP credential or non 3GPP credential, but no matter it is, it is only allowed for the restricted access. When the default credential is the 3GPP credential, the roaming like architecture can be an option, or the whole onboarding authentication is handled by a unified AUSF/AAA-P in the O-SNPN, which can be another option. 
4)   In case of UP based solution to provide the credentials to UE, how to provide the PS address to UE?
· It is possible to either preconfigure the PS address on the UE or O-SNPN configure the PS to the UE. 
5） Whether deregister the UE after the UE downloading the credential? 
· It is left to implementation when the O-SNPN deregisters the UE but the connected duration shall be sufficient for the UE to download the SO-SNPN credential.
2. Text proposal 
It is proposed to capture the following into TR 23.070-07.
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Editor's note:	This clause will capture conclusions from the study.
[bookmark: _Hlk47346897] 8.X	Key issue #4: UE Onboarding and remote provisioning
Editor's note:	These are interim conclusion for Key issue #4.
UE onboarding for SNPN case 
· When the UE accesses to the O-SNPN for onboarding purposes, the authentication for UE based on the default credential is required. The default credential only allow for the restricted services provided by the O-SNPN.
· The UE is pre-configured the default credential to access O-SNPN and the default credentials allow for the mutual authentication between the UE and O-SNPN via DCS.
· A unified architecture shall be possible for authentication and authorization based on the default credential. 
· DCS may be owned by: a device manufacturer, a PLMN, a SNPN other than the O-SNPN, the O-SNPN or a 3rd party.
· Default credential may be the 3GPP credential (e.g. the PLMN credential) or 3rd party credential, e.g., the credential provided by a UE vendor, or a 3rd party, etc.  
NOTE 1:	The authentication mechanism based on the UE is to be determined by SA WG3.
· When the UE registers to O-SNPN, it indicates its onboarding purpose to the O-SNPN.
· The O-SNPN may verify whether the UE is authorized to access the O-SNPN for onboarding purpose after successful authentication of the UE.
Provisioning of NPN credentials for SNPN case
UP solution shall be enabled for downloading NPN credentials through O-SNPN.
· It shall be possible to pre-configure the PS address on the UE and it also shall be possible that the O-SNPN provides the PS address to the UE after successful authentication and authorization. The PS address from the O-SNPN shall be integrity protection. The PS address from the O-SNPN is prioritized, if configured.
· How the UE downloads the NPN credential from the PS after PDU session establishment in the O-SNPN is out of scope.
· It is left to implementation when the O-SNPN deregisters the UE but the connected duration shall be sufficient for the UE downloads the SO-SNPN credential.
Principle for SNPN case
· SO-SNPN and O-SNPN may be the same or different. 
· An O-SNPN may connect to multiple DCS.

UE Onboarding for PNI-NPN case 
-	For PNI-NPN case, the UE can only download its NPN credential (e.g. for access to specific slice(s) in the PNI-SNPN) via a PNI-NPN where the UE has the credential to access. How a UE with PNI-NPN credential accesses to a PNI NPN has been supported and not specification change is needed.
Provisioning of NPN credentials for access to specific slice(s) and/or PDU Sessions offering NPN services for PNI-NPN case 
-	UP option shall be enabled for downloading NPN credentials used for NSSAA and/or PDU Session secondary authentication.
-	For UP option, how the UE download the NPN credential from the PS after PDU session establishment in PNI-NPN is out of scope.
-    For CP option, only the NW initiated NPN credential configuration is supported.
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